[image: ]Policy on Video Conferencing with Young People (13+)
This Policy on Video Conferencing with Young People should be followed in conjunction with our Parish E-Safety Policy.

1. Video-conferencing with Young people Online – General Requirements

a. Social-media tools that share contact details with all users (such as Skype/Facetime/WhatsApp) are not to be used. (Young People may be connected up with other people as an unintended consequence).

b. All video-conferencing with young people online will be by use of Zoom or another appropriate video-conferencing platform approved by the incumbent and/or PCC that does not share contact details with users.

c. All leaders communicating with young people or vulnerable adults via the internet must be DBS checked and have completed relevant safeguarding training in accordance with Diocesan safeguarding requirements.

d. Leaders initiating or taking part in video-conferencing with young people on behalf of St George’s Church must have explicit permission from the PCC and/or the Incumbent so to do.

e. Parents or carers must be sent a copy of this policy prior to their young people joining in any video-conference and a copy signed by the parent/carer received.  A scanned and emailed copy of the policy will be acceptable.  This will be taken as permission for the young person to join in video conferences until revoked.

2. Prior to each Video-Conference

a. At least 24 hours before the video-conference an invitation may be sent to any young person from whose parents or guardian the permission described in 1.e above has been received. A copy will be sent to the parent or guardian. The email will contain the information required to gain access to the conference such as meeting ID and Password.  The young person will be admitted to the conference unless an objection has been received from the parent or guardian.

3. Setting up the Video-Conference

a. All video-conferences with young people operated on behalf of St George’s must:
i. Be kept private – do not make the meeting public
ii. Be password protected
iii. Use the ‘waiting room’ feature to control the admittance of guests.
iv. Have screen-sharing and ‘mute’ options set to ‘Host Only’ so that the host is in control of screens and muting at all times.

4. Running the Video Conference

a. [bookmark: _Hlk40954350]At least 2 recognised young people’s leaders must be participating in the session and be ‘live’ in the session before any young person is invited to join, and throughout.  No leader must ever be alone with a young person or persons in the video-conference ‘room’. Breakout rooms cannot be used unless there are sufficient leaders to have two in each room.
b. Leaders must conduct the session from a family room or study/office.
c. Young people must be in a family room, not their bedrooms.  
d. Everyone must be fully dressed in daytime clothes – no pyjamas, dressing gowns, or nightwear of any sort.
e. If any young person fails to comply with c or d above, the host must exclude that young person until they change and/or move rooms.  They may then be readmitted to the group.
f. Consider using the ‘lock meeting’ facility once everyone invited has joined the session.
g. Stick to agreed timings.
h. Consider ways to be inclusive – what extra support is needed for young people with special needs?
i. Do not record the session as it could be a problem with data storage.

5. Code of conduct for Young People

a. The young person must always be in a daytime family room when participating in the session.
b. The young person must be in daytime clothes.
c. The young person’s name must be visible to the host before he/she will be admitted to the session; i.e. no nicknames, or device-only identifications.
d. The young person must never pass information that will enable access to the conference (such as meeting id and password) to anyone else.  
(If any young person wishes for someone else to be invited to the session, he/she must ask the leader to do so, who will consider it and make sure all necessary permissions have been obtained.)
NB: Breach of these conditions may result in the young person being excluded from this and all future sessions.

To be signed by Parents/Carers:
I acknowledge receipt of a copy of this policy and I agree to comply with its terms when allowing my young person to join in any video-conference session run by or on behalf of St George’s Church.
Signed:						
Name:								Date:
Names(s) of young person to be allowed to join in video-conferencing sessions:


To be signed by Young Person 
I have read and agree to comply with the Code of Conduct as set our above.

Signed:					Dated:  
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